Word Documents Needing Reformatting – Michael Hlavaty

**Following Files are Missing Mitigation IDs or Detection IDs** *(links to the MS Word Documents on Teams) (*checkmark means done*)*

* [FGT5004](https://teams.microsoft.com/l/file/A2E9DF24-9A0A-4B43-A705-059915A84EFB?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5004%20Network%20Flow%20Manipulation.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT5004.001](https://teams.microsoft.com/l/file/2FE48DAC-419B-4648-BB0D-A67DF418E3BF?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5004.001%20Network%20Flow%20Manipulation.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT5004.002](https://teams.microsoft.com/l/file/15D92074-4752-46D2-87E4-82C736E69BED?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5004.002%20Network%20Flow%20Manipulation.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT5005](https://teams.microsoft.com/l/file/171B19B3-3BDE-4DCB-87AF-2EF48CD3A2FA?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5005%20Memory%20Scrapping.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT5019.001](https://teams.microsoft.com/l/file/ABF5758A-67C0-4300-A333-B30D143DEFBF?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5019.001%20Intercept%20Home%20Network%20via%20SUCI.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Detection
* [FGT5023](https://teams.microsoft.com/l/file/237A89B1-6696-4272-BF10-5611E432FD32?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5023%20Charging%20fraud%20via%20NF%20control.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Detection
* [FGT1014](https://teams.microsoft.com/l/file/848A91B4-DB8E-49B0-95BD-88DBEE06E44C?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1014%20Unauthorized%20software%20in%20NFVI.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Detection
* [FGT1499.502](https://teams.microsoft.com/l/file/F1C6823F-26EA-48D7-B627-C80DFBEB5A6D?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1499.502%20Trigger%20Fraud%20Alert%20to%20Deny%20Service.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation
* [FGT1525](https://teams.microsoft.com/l/file/C3E86898-78B0-4AC4-A92C-C535BDF0794A?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1525%20Compromised%20image.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT1599.501](https://teams.microsoft.com/l/file/836976C1-CBA4-4993-8D70-F86DAC57956D?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1599.501%20Malicious%20co-tenancy%20%20exploit%20of%20NFVI%20(Network%20Slice).docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT1599.502](https://teams.microsoft.com/l/file/EDA44387-168F-4097-B3FA-9C246CF23A55?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1599.502%20Network%20Slice%20infrastructure%20%20resource%20hijacking.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT1599.503](https://teams.microsoft.com/l/file/60EF61CF-032C-45B1-8857-564344144C53?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1599.503%20Network%20Slice%20Application%20Resource%20Hijacking.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT1600.501](https://teams.microsoft.com/l/file/F708458B-4F46-4D7D-A59B-BC2DD70E5D73?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1600.501%20Radio%20interface.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Mitigation, Detection
* [FGT1608.501](https://teams.microsoft.com/l/file/51E70B2D-A94D-4897-BD15-5AB8FE570F76?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1608.501%20Set%20up%20configurability%20of%20Fake%20Base%20Station%20or%20Access%20Point%20.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Detection

**Following Files were Missing an Architecture Field.**

*Note: Michael H. added a blank "Architecture Segment: " placeholder field to the docs.*

* [FGT5013](https://teams.microsoft.com/l/file/B56EB8DE-CF62-4F3F-A050-1298049F692E?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5013%20Malicious%20VNF%20Instantiation.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT5014](https://teams.microsoft.com/l/file/EDBCD973-8292-489C-9563-BF03F2D6A95A?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5014%20Shared%20resource%20discovery.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT5032](https://teams.microsoft.com/l/file/95ABAFFF-D212-44CE-94AB-06986EF202C1?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FFGT5032%20gNodeB%20Component%20Manipulation.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT1498.502](https://teams.microsoft.com/l/file/6CB7F512-0B9A-4053-951A-ED37C713392B?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1498.502%20DOS%20by%20Shared%20Slice%20Resource%20exhaustion.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT1599](https://teams.microsoft.com/l/file/481E7BF7-3BEE-4112-B609-2F24D375B0A6?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1599%20Network%20Boundary%20Bridging.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT1599.501](https://teams.microsoft.com/l/file/836976C1-CBA4-4993-8D70-F86DAC57956D?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1599.501%20Malicious%20co-tenancy%20%20exploit%20of%20NFVI%20(Network%20Slice).docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT1599.502](https://teams.microsoft.com/l/file/EDA44387-168F-4097-B3FA-9C246CF23A55?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1599.502%20Network%20Slice%20infrastructure%20%20resource%20hijacking.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT1599.503](https://teams.microsoft.com/l/file/60EF61CF-032C-45B1-8857-564344144C53?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1599.503%20Network%20Slice%20Application%20Resource%20Hijacking.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT1609.501](https://teams.microsoft.com/l/file/3C40541F-6E8E-4EDD-A9BC-65235926248E?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1609.501%20Accessing%20Terminated%20VNF.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture
* [FGT1611.501](https://teams.microsoft.com/l/file/322D2DE0-0EC8-40AE-91F1-7D85A9A1DD45?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1611.501%20Malicious%20privileged%20container%20VNF%20Shared%20Resource%20Accesss.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) - Architecture

**Following Files have the Same ID, Different Content (**these are ok as there could be 2 ADDENDUMs to the same ATT&CK technique)

* [T1078.004 Container Management- Unauthorized access.docx](https://teams.microsoft.com/l/file/7CE4DE54-7BDB-4507-8C06-8B9AA0D1BCCB?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1078.004%20Container%20Management-%20Unauthorized%20access.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) VS. [T1078.004 Container Management- Unbounded admin access.docx](https://teams.microsoft.com/l/file/9F94EAF4-E631-48B2-9F69-7F97D8846BB4?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1078.004%20Container%20Management-%20Unbounded%20admin%20access.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b)
* [T1499 Interworking Denial of Service.docx](https://teams.microsoft.com/l/file/A6B36907-47F8-4999-A650-5168E1836BD9?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1499%20Interworking%20Denial%20of%20Service.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) VS [T1499 Public Function Denial of Service.docx](https://teams.microsoft.com/l/file/A964573C-B7FA-445F-A205-80C2FAAA2B1D?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1499%20Public%20Function%20Denial%20of%20Service.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b)
* [T1499.002 Base station flood with fictitious access request.docx](https://teams.microsoft.com/l/file/E3B210A1-4AE9-4286-AE77-A531CDF0E4DA?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1499.002%20Base%20station%20flood%20with%20fictitious%20access%20requests.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b) VS. [T1499.002 UDM DOS via SUCI replace.docx](https://teams.microsoft.com/l/file/BF1DFE3A-8BD8-493D-87ED-C94827B8D56C?tenantId=c620dc48-1d50-4952-8b39-df4d54d74d82&fileType=docx&objectUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel%2FShared%20Documents%2F5G%20Threat%20Model%2F1%20START%20HERE%2FRelease%201%20Templates%2FT1499.002%20UDM%20DOS%20via%20SUCI%20replay.docx&baseUrl=https%3A%2F%2Fmitre.sharepoint.com%2Fsites%2F5gthreatmodel-5GThreatModel&serviceName=teams&threadId=19:5630a784d21542ada777b5ecb898b512@thread.tacv2&groupId=be5225e2-901c-41e7-86ac-ea231ba1ac3b)